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XeneX SOCaaS

With over 12 years of experience and focus on 

Security Operations Center as a Service (SOCaaS), 

XeneX delivers a unique cybersecurity solution and 

unparalleled 7/24/365 SOC experience.

XeneX’s software development team continues to 

extend the capabilities of XeneX platform.  A leading 

industry platform, XeneX integrates several 

cybersecurity tools to achieve a single pane of glass 

of cybersecurity for the enterprise.

XeneX security analysts receive extensive training 

on the XeneX platform and must complete  

certification before joining the SOC team.



Highlights

Support for:

• Window

• Linux

• macOS

• Solaris

• AIX

• HP-UX

Automated Process

• Fast

• Cost-effective

• Comprehensive

Standards-based

• CIS benchmark

XeneX Security Configuration Assessment

Save Time and Money with XeneX automated Security Configuration Assessment 
(SCA).

XeneX SCA is an integrated component of XeneX platform. It provides out-of-
the-box checks that are used for systems hardening. XeneX SCA works on all 
popular systems including Linux, macOS, Windows, Solaris, AIX and HP-UX.

With this automated solution, XeneX quickly and effectively addresses security 
configuration issues.  This service eliminates the need for manual and time-
consuming assessments that were historically performed by security staff.  
XeneX includes a set of policies based on the CIS benchmarks, a well-established 
standard for host hardening.

One of the most certain ways to secure hosts is by reducing their vulnerability 
surface. That process is commonly known as hardening, and configuration 
assessment is an effective way to determine opportunities where hosts could 
have their attack surface reduced, and here is where XeneX Security 
Configuratio Assessment (SCA) comes into play.

XeneX SCA performs scans to discover exposures or misconfigurations in 
monitored hosts. Those scans assess the configuration of the hosts using policy 
files that contain rules to be tested against the actual configuration of the host.

The human readable format of this automated service allows users to quickly 
understand the vulnerabilities and write policies or extend the existing ones to 
fit the needs.



Our Vision

Continuously invest in technology, people and 

process improvements to deliver the most 

comprehensive cybersecurity technology 

platform and world-class white glove service 

for incident management.  To be the leading 

SOCaaS, protecting our partners and 

customers, and helping them achieve their 

cybersecurity goals.

Contact Us
12121 Wilshire Blvd.

Suite 1111

Los Angeles, CA  90025

877-550-2568

info@xenexSOC.com

www.xenexSOC.com

P e o p l e ,  P r o c e s s ,  
T e c h n o l o g y .


	Slide 1
	Slide 2
	Slide 3

